***Мероприятия по профилактике преступлений, совершаемых с использованием информационно-телекоммуникационных технологий (ИТТ).***

В рамках профилактики преступлений, совершаемых с использованием методов социальной инженерии, необходимо постоянно повышать уровень киберкультуры как одного из важнейших элементов противодействия хищению персональных данных и денежных средств.

Эффективным инструментом повышения уровня киберкультуры противодействия хищениям денежных средств является информирование о новых способах мошенничеств и правилах «финансовой безопасности».

Информационные материалы о способах предотвращения и профилактики мошеннических действий, совершаемых с использованием информационно-телекоммуникационных технологий, размещены на сайтах Центрального Банка России [https://cbr.ru/information\_security/pmp](https://cbr.ru/information_security/pmp/), Финансовая культура <https://fincult.info/rake>,